
A Two-day Training Programme on 

Cyber CRIME & safety Measures  

Cases And Demonstration 
15

th
  & 16

th
 February, 2018.   

Institute of Public Enterprise, Osmania University Campus, Hyderabad 

   

INTRODUCTION & OBJECTIVES: As more individuals 

own and operate Internet-enabled devices and more critical 

government and industrial systems rely on advanced 

technologies, the issue of cybercrime has become a crucial 

concern for both the general public and professionals alike.  

While women benefit from using new digital and Internet 

technologies for self-expression, networking, and 

professional activities, cyber victimization remains an 

underexplored barrier to their participation. Women often 

outnumber men in surveys on cyber victimization. 

This Programme explores various cyber crimes like mobile 

hacking, adult bullying, cyber stalking, hacking, defamation, 

morphed pornographic images, and electronic blackmailing. 

These and other tactics designed to inflict intimidation, 

control, and other harms are frequently committed by 

perpetrators who, for many reasons, are unlikely to be 

identified or punished.   

 

The interactive discussion will focus on   Cyber security risks 

facing by Women I all levels and how those risks can be 

identified and managed.  This programme will provide you 

the latest developments in Cyber Security Management Best 

Practice. Through presentation and discussions with industry 

experts, you will gain a thorough understanding of the 

standards that will underpin and support your safety and 

security in all places including the work place.   

  
PROGRAMME OUTLINE 

 Introduction of Cyber Security  

 Categories of Cyber Crimes 

 Modus Operandi In Cyber Crimes 

 Technology leverage in Women Safety 

 Legal Empowerment and Cyber Laws   

 Risks, Browser & Email Security 

 Mobile Phone Hacking & Security 

 Virus and Spyware prevention 

 Importance of Securing data 

 Auditing and Intrusion Detection Tools 

 Cyber attacks, critical information, infrastructure 
protection and Case Studies  

 Demonstration of various cases as needed 
 
PROGRAMME METHODOLOGY: The Programme will 

be conducted in an interactive environment . Emphasis will 

be on a highly participative style of learning.  Programme 

Methodology includes class room lectures with audio visuals 

and sharing of experiences.   

  
PROGRAMME DIRECTOR :  
Mr. A.S. Kalyana Kumar, Asst.Prof. 

Information Technology Division,  

Institute of Public Enterprise, O.U. Campus,  

Hyderabad- 500007. Ph: 094417 44319, 040-23490943 

Email: kalyan@ipeindia.org  
 
RESOURCE PERSONS : Along with our core 
faculties, Experts and experienced practicing 
professionals from the industry also will be 
participating.    
 
TARGET PEOPLE:    This course is designed to meet the 

requirements  all Lower/Middle/Upper level Men as well as 

Women officers/managers/executives working in all 

Departments along with Purchase, Works, Maintenance, 

Stores, Finance, Commercial, Transport, Contracts and 

EDP Departments and those who are looking for  

technological awareness on Cyber Crimes, Safety and Skill 

development from all sector organizations. All levels of  

staff / management / officers / executives are welcome. 

 

DATES & VENUE : 15
th

 – 16
th

 February, 2017, 
Institute of Public Enterprise, Osmania University Campus, 

Hyderabad is 25 km from Shamshabad airport and around 

6km from Secunderabad & Hyderabad railway station. 

 
PROGRAM FEE : Rs. 12,500 /- + 18 % GST (Twelve 

Thousand Five Hundred plus 18 % G.S.T) per participant. 

Fee includes courseware, Lunch and snacks. A/C Double 
Occupancy Accommodation  on request with Rs. 1000 

per day at IPE-OU Campus.  For A/C single occupancy 

room Rs. 1500 per day will be charged. 18% GST is 

applicable to all payments. Tiffin and Dinner will be served 

to the resident participants.  

 
TIMINGS : Registration at 9.30 a.m. on the first day. On 

all other days the sessions will be from 10.00 a.m. to 5.00 

p.m. with breaks in between for lunch, tea and refreshments. 

  
HOW TO REGISTER: Please send your nominations 

preferably by email or by fax to kalyan@ipeindia.org. All 

payments are to be made in favour of “Institute of Public 

Enterprise, Hyderabad” by Demand Draft/e-Payments. 

ADDRESS FOR CORRESPONDENCE: Mr P. 

Chandrasekhar, Programes Officer, IPE, OU Campus, 

Hyderabad – 500007. Ph: 040-27098145 Fax: 040- 

27095183 , 27095478, Email: sekhar88@gmail.com  

Website: www: ipeindia.org 

 
CERTIFICATE OF PARTICIPATION: IPE issues a 

Certificate of Participation along with a group photo of 

participants on the concluding day of the programme.
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